Las extorsiones telefónicas más comunes identificadas por las Autoridades de Seguridad Pública / Ciudadana y Procuración de Justicia Mexicanas:

1. **Por Amenaza Directa y Secuestro:**
   * **Secuestro virtual de un familiar:** El más agresivo; amenaza de violencia o asesinato contra un familiar supuestamente secuestrado (incluso con simulación de voz) exigiendo grandes sumas rápidamente.
   * **Amenaza de muerte o secuestro:** Se utiliza un tono agresivo, se afirma que la víctima o su familia están vigiladas (a veces con datos reales obtenidos en línea) y se exige dinero para evitar el daño.
2. **Por Simulación de Problemas Legales o Detención:**
   * **Extorsión carcelaria:** Simulan la detención de un conocido de la víctima y exigen dinero para su liberación, usando un tono profesional y apurado.
   * **Familiar proveniente del extranjero detenido:** Se hacen pasar por un familiar lejano detenido en aduanas por traer regalos y piden dinero para su liberación.
   * **Amenaza de supuestos funcionarios gubernamentales:** El delincuente se identifica como una autoridad federal y exige dinero para no remitir a un familiar supuestamente detenido a las autoridades competentes.
   * **Extorsión por adeudo:** Usan tono profesional y confidencial, con información parcial de la víctima, y exigen el pago rápido de una supuesta deuda (a veces con un conocido como aval) bajo amenaza de consecuencias, pidiendo colocar objetos de valor en una maleta para ser recogidos.
   * **Deudas contraídas:** Simulan ser una institución bancaria o cobradora, utilizando términos financieros para convencer a la víctima de pagar una deuda (a veces inexistente) para evitar un embargo, alternando tonos agresivos y amables.
3. **Por Engaño o Suplantación de Identidad:**
   * **Extorsión familiar:** Se hacen pasar por un familiar o pariente cercano (a veces iniciando con preguntas ambiguas como "¿está mi tío?") para solicitar dinero bajo pretextos como pagar una deuda o comprar un regalo.
   * **Extorsión por negocios:** Llaman a un local comercial, se hacen pasar por socios o de otra sucursal y exigen una transferencia rápida de dinero por una supuesta emergencia.
4. **Por Falsa Recompensa:**
   * **Extorsión por recompensa:** Notifican falsamente a la víctima sobre la obtención de un premio (viaje, auto, dinero, etc.) y condicionan la entrega a un depósito bancario, insistiendo en que el valor del premio es mayor al depósito solicitado.

**Elementos Clave en la Extorsión Telefónica:**

* **Urgencia y Presión:** En modalidades como el **secuestro virtual** o la **extorsión carcelaria** y **por adeudo**, el delincuente impone un lapso de tiempo corto para el pago. El objetivo es evitar que la víctima cuelgue, piense, o consulte a un familiar o a la policía.
* **Manipulación Emocional:** El **secuestro virtual** y la **amenaza de muerte** utilizan el miedo y la preocupación por la seguridad de la familia. La **extorsión familiar** usa lazos afectivos o de confianza.
* **Uso de Información (Ingeniería Social):** Los delincuentes a menudo inician con preguntas vagas ("¿eres José?") para que la víctima **provea la información crucial** (como nombres de familiares) o utilizan **datos reales** obtenidos de directorios, redes sociales o internet para hacer la amenaza más creíble, como en la **amenaza de muerte o secuestro** y la **extorsión por adeudo**.
* **Simulación de Autoridad o Profesionalismo:** En la **extorsión carcelaria**, por **adeudo**, o de **supuestos funcionarios gubernamentales**, el tono es apurado, profesional o de autoridad, lo que dificulta que la víctima cuestione la legalidad o veracidad de la llamada.
* **Bloqueo Mental:** El uso de tonos agresivos, vulgares, o la presentación de datos reales provoca un **bloqueo mental** en la víctima, haciendo que sea más vulnerable a las demandas del extorsionador.
* **Fácil Mecanismo de Pago:** La exigencia de depósitos bancarios, transferencias rápidas o la entrega de objetos de valor en una maleta son métodos que buscan la **rapidez** y la **anonimidad** del delincuente.